
we are network security

•	 Easy to align network security 
with IT/IS processes

•	 Enable integration with back-
end systems

•	 Comprehensive access to all 
Clavister InControl Server 
functions

•	 Easy to use SDK with code 
examples

Introducing Clavister InControl Software Development Kit
The Clavister Software Development Kit (SDK) further extends the service integration ability of 
the Clavister Security Services Portfolio. The Clavister InControl SDK consists of an Application 
Programming Interface (API), developer documentation and code examples, offering customers 
and third-party integrators an easy way of developing custom integrated solutions for Clavister 
InControl Server.

Integrated Security Management
IT security is fast becoming an integral part of overall IT infrastructure and many organizations are 
looking for ways to integrate security management and administration with back-office services, 
billing, accounting and provisioning systems. Clavister InControl SDK offers organizations and 
integrators the control and integration capabilities required to develop tailor-made solutions that 
conforms to the way organizations work.

Clavister InControl SDK presents endless opportunities for organizations and consultants to deliver 
tailored solution for optimized security management workflow. Below are some examples on what 
you can do with Clavister InControl SDK.

Example Solutions
There are a number of interesting solutions that can be accomplished with Clavister InControl SDK. 
Below are some examples.

Provisioning
One example of a custom solution could be a Managed Security Service Providers (MSSP) organi-
zation developing a custom solution to align provisioning and operations of security services with 
their business processes.

Billing and Accounting
Another example could be an organization developing a custom solution that connects their back-
office services to perform billing and accounting for their customers.
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we are network security

Since 1997, Clavister has been delivering leading network security solutions, pro-
viding commercial advantage to tens of thousands of businesses worldwide. The 
Clavister family of unified threat management (UTM) appliances and remote access 
solutions provide innovative and flexible network security with world-class man-
agement and control.

Clavister has pioneered virtual network security, and this along with its portfolio of 
hardware and software appliances gives customers the ultimate choice. Clavister 
products are backed by Clavister’s award-winning support, maintenance and educa-
tion program.

Headquartered in Sweden, Clavister’s solutions are sold through International sales 
offices, distributors, and resellers throughout EMEA and Asia.

To learn more, visit www.clavister.com.
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External Monitoring
A third example could be a solution to provide remote monitoring of a large number of Clavister Security Gateways with including the ability to stop 
and restart selected security gateways.

The capabilities of Clavister InControl SDK are virtually limitless; it is possible to perform all aspects that are currently supported with the Clavister 
InControl client that is included in Clavister InControl.

Runtime Overview
A Clavister InControl client developed using the Clavister InControl API communicates with the Clavister InControl Server just as the standard 
Clavister InControl client supplied with your Clavister InControl installation.

Clavister InControl API Clients

Clavister Security Gateways Clavister
InControl Server

Integrators and Developers
Clavister InControl SDK is based on Web Services Description Language 2.0 (WSDL) enabling developers to use their preferred language, including 
C#, Java, C++, Objective-C. This also gives integrators and developers the choice of development environment, such as Microsoft Visual Studio, Apple 
Xcode and Eclipse. The only requirement is that the development environment must be able to generate code from Web Services Description Language 
(WSDL) files.

For detailed information and programming examples, please see the Clavister InControl SDK Guide available from www.clavister.com.

Installation
Clavister InControl SDK comes pre-installed with the Clavister InControl Server version 1.10.01 or higher. To access the Clavister InControl SDK func-
tionality, you will need a license that enables the use of the API. Please contact your local Clavister Sales Representative for more information.

More Information
For more information about the Clavister InControl and centralized security management, please see the Clavister InControl brochure available from 
www.clavister.com.


